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[bookmark: _Hlk526665839][bookmark: _Hlk513714389]Abstract of the contribution: This paper proposes to update the evaluation aspect to include solution#9, solution15 and solution27   


*** Start of changes ***
[bookmark: _Toc104235458][bookmark: _Toc104235847][bookmark: _Toc16839376][bookmark: _Toc19722242]7.2	Evaluation on Key Issue #2
Editor's note:	This clause will provide evaluation of KI solutions. Further update is needed considering the text based on version 0.2.0 of the TR.
[bookmark: _Toc104235459][bookmark: _Toc104235848]7.2.1	General
Editor's note:	This clause will provide high level principles indicated by solutions, which helps the conclusion stage. Further update is needed.
This Key Issue has two aspects, one is discovery, which is for the criterial to determine whether to establish a wireless connection with another entity, the other is selection, which is for the criterial to access services provided by another entity over the established wireless connections, 
Following mechanisms for discovery have been indicated:
a)	Discovery based on information, which is locally configured, over a dedicated PIN protocol layer (solution #1).
b)	Discovery based on information of the wireless access, e.g., SSID for WiFi, device name for BT, PC5 discovery information, etc., which is locally configured or provisioned by 5GC (solution #4a, #8, #9, #15).
c)	Discovery based on input from authorized user via UI or authorized APP on the PEMC (solution #3).
d)	In case Discovery via 5GC, the Discovery information (e.g., PIN ID, and/or PIN name) is configured or input from authorized user for the PINE (solution#9, #15)
Following mechanisms for selection have been indicated:
a)	Selection based on information over a dedicated PIN protocol layer among PINEs/PEGCs/PEMCs (solution #1).
b)	Selection based on HTTP/UDP broadcast over wireless connections among PINEs/PEGCs/PEMCs (solution #2).
c)	Selection based on application layer interaction among PINEs/PEGCs/PEMCs (solution #4b, #8).
d)	Selection based on application layer interaction between PINEs/PEGCs/PEMCs and an PIN AF or a PIN NF (solution #8).
NOTE:	Some combination of the above principles is not possible or not able to be alternative.

[bookmark: _Toc104235466][bookmark: _Toc104235855]7.2.8	Evaluation on solution #9
The PEMC/PEGC broadcasts PIN ID or PIN name, and the PINE discovers PEMC based on the broadcasted PIN ID or PIN name. In case of PIN discovery via 5GC, the Discovery information (e.g., PIN ID, PIN name, etc.) are configured or input from user via UI.
Editor's note:	Further evaluation is needed.
7.2.x	Evaluation on solution #15
For the case PIN Discovery for new PINE via PEMC/PEGC, PEMC/PEGC broadcast the Discovery information (e.g., PIN ID or/and PIN name). For the case one PINE discovers other PINE, the Discovery information is pre-configured in the PINE. 

*** Next changes ***
[bookmark: _Toc104235467][bookmark: _Toc104235856]7.3	Evaluation on Key Issue #3
Editor's note:	This clause will provide evaluation of KI solutions. Further update is needed considering the text based on version 0.2.0 of the TR.
[bookmark: _Toc104235468][bookmark: _Toc104235857]7.3.1	General
Editor's note:	This clause will provide high level principles indicated by solutions, which helps the conclusion stage. Further update is needed.
This Key Issue has two aspects, one is PIN management by PEMC, the other is PIN management by network. 
Following mechanisms for PIN management by PEMC have been indicated:
a)	PIN management over application layer between PINE/PEGC and PEMC (solution #2, #8, #9).
b)	PIN management over a dedicated PIN protocol layer between PINE/PEGC and PEMC (solution #1, #6, #9).
c)	PEGC informs association information to PEMC directly (solution #2, #6).
d)	A PIN AF or a PIN NF informs association information to PEMC over application layer (solution #8).
Following mechanisms for PIN management by network have been indicated:
a)	PIN management over application layer with a PIN AF (solution #5).
b)	PIN management over application layer with a PIN NF (solution #6, #7, #9, #10).
c)	PIN management over application layer with a PIN AF, and the PIN AF interacts with a PIN NF via NEF, e.g., UDR, P-NF (solution #5, #6).
d)	PIN management over NAS between PEMC and 5GC (e.g., via PDU Session Modification procedure) and a PIN NF (e.g., P-NF) or multiple PIN NFs (e.g., UDM and AMF) manages the PIN (solution #1, #6, #7, #9).
NOTE:	Some combination of the above principles is not possible or not able to be alternative.
[bookmark: _Toc104235475][bookmark: _Toc104235864]7.3.8	Evaluation on solution #9
The UDM is the NF that manages PIN, e.g., allocate PIN ID. The PEMC interacts with AMF over NAS for PIN creation/deletion that optionally with information of PINEs, the PEMC also interacts with AMF over NAS with information of PIN and information of PINEs for PIN update, e.g., PINE adding/removing. The AMF interacts with the UDM for corresponding PIN management operations.
The PEMC manages PINEs/PEGCs for a PIN via the dedicated PIN protocol or application layer between the PINEs and the PEMC directly.
Editor's note:	Further evaluation is needed.


*** Next changes ***
[bookmark: _Toc104235490][bookmark: _Toc104235879]7.6	Evaluation on Key Issue #6
Editor's note:	This clause will provide evaluation of KI solutions. Further update is needed considering the text based on version 0.2.0 of the TR.
[bookmark: _Toc104235491][bookmark: _Toc104235880]7.6.1	General
Editor's note:	This clause will provide high level principles indicated by solutions, which helps the conclusion stage. Further update is needed.
Following mechanisms for provisioning parameters related to discovery and selection have been indicated:
a)	Discovery and selection information is provided over application layer to PEGC, PINE, and PEMC (solution #5).
b)	Discovery and selection information is provided over NAS to PEGC or PEMC through AMF (solution #4b, #7, #8, #9, #12).
c) Discovery and selection information is provided by PEMC to PINE, PEGC over application layer. And Discovery and selection information is provided by network over NAS to PEMC (solution#9)
Following mechanisms for provisioning routing information related to device to network relay and device to device relay have been indicated:
a)	Routing information is provided over application layer to PEGC (solution #5).
b)	Routing information is provided over NAS to PEGC, including PDU session related, i.e., provisioned through SMF, and non-PDU session related, i.e., provisioned through AMF (solution #8, #12).
NOTE:	Some combination of the above principles is not possible or not able to be alternative.
[bookmark: _Toc104235496][bookmark: _Toc104235885]7.6.6	Evaluation on solution #9
After receiving command for a PIN over NAS form a PEMC, the AMF requests UDM to provides discovery and selection parameters for the PIN, and then forwards the parameters to the PEMC over NAS. PEMC sends the discovery and selection parameters to PEGC(s)/PINE(s)
Editor's note:	Further evaluation is needed.

*** Next changes ***
[bookmark: _Toc104235498][bookmark: _Toc104235887]7.7	Evaluation on Key Issue #7
Editor's note:	This clause will provide evaluation of KI solutions. Further update is needed considering the text based on version 0.2.0 of the TR.
[bookmark: _Toc104235499][bookmark: _Toc104235888]7.7.1	General
Editor's note:	This clause will provide high level principles indicated by solutions, which helps the conclusion stage. Further update is needed.
Following mechanisms for PIN ID management have been indicated:
a)	UDM allocates the PIN ID (solution #9).
b)	A new NF for PIN management allocates the PIN ID (solution #6).
c)	An AF for PIN management allocates the PIN ID (solution #8).
Following mechanisms for PINE ID and PINE IP management have been indicated:
a)	PEMC allocates the PINE ID (solution #1).
b)	UDM may allocates the PINE ID (solution #9).
c)	SMF allocates the PINE ID and PINE IP (solution #12).
d) PEGC allocates the PINE ID for the PINE connecting to this PEGC (solution#27) 

NOTE:	Some combination of the above principles is not possible or not able to be alternative.
[bookmark: _Toc104235505][bookmark: _Toc104235894]7.7.7	Evaluation on solution #9
In this solution, it assumed that UDM is used to create/update/remove PIN profile that includes PIN information and optional PINEs information, and allocate/manage the PIN ID. And may allocate/manage PINE ID for the PINE.
PINE ID, unique ID within a PIN that could be allocated by PEMC locally, or network.
PIN ID, unique ID within a PLMN and allocated by network.
When a PEMC requested over NAS to create a PIN, the AMF interacts with the UDM for creating the PIN. The UDM allocates PIN ID and optional PINE ID(s) for the PIN and the PINEs included in the PIN.

[bookmark: _Toc104235501][bookmark: _Toc104235890]7.7.X	Evaluation on solution #27
PEGC is responsible for allocating the PINE ID for the PINE after authentication by PEMC at the same time the association between PEGC and the PINE(s) is established.
PINE ID is consisting of PIN ID, PEGC ID and optional Element ID, unique within a PIN. PEMC/PEGC ID is consisting of PIN ID and PEMC ID/PEGC ID, unique within a PIN  

*** End of changes ***
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